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CCH Axcess™ Portal/CCH™ Client Axcess 

Welcome to CCH Axcess Portal 2019-3.5/CCH Client Axcess 3.1 

This bulletin provides important information about the 2019-3.5 release of Portal and the 3.1 release of Client Axcess. Please review this 
bulletin carefully. If you have any questions, additional information is available on CCH Support Online. 

Important Security Feature Updates 

Enhanced Virus Scanning 
Enhanced virus scanning has been added to Portal and Client Axcess. New files added to the Portal are scanned during the file upload 
process. All file actions will be available once the scan has completed. If the scan identifies a suspicious file, the file will be rejected and an 
email notification sent. 

Allowable File Types 
Please review the knowledge base article Which file types can be uploaded to CCH Axcess Portal? for a comprehensive list of allowable file 
types that can be uploaded into Portal and Client Axcess. If you have a file type not listed and would like it added, please submit a request 
to our CCH Axcess Support team. 

http://support.cch.com/productsupport/
https://support.cch.com/kb/solution/000108801/What-file-types-can-be-uploaded-to-CCH-Axcess-Portal?q=Documentation_Article_Type__kav&language=en_US
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